
                                        
 
 
FOR IMMEDIATE RELEASE: 
 
 

 StrikeForce’s GuardedID® Solves Facebook’s Clickjacking  Problem 
Which Has Affected Hundreds Of Thousands Of Users 

 
GuardedID’s secret, make the invisible visible 

 
Edison, NJ (June 9th, 2010) – StrikeForce Technologies, Inc. (SFOR.OB), a company that 
specializes in the prevention of Identity Theft, announced today that Facebook’s users are saved by 
GuardedID’s anti-clickjacking feature. GuardedID will “Alert” the user if the latest FaceBook 
clickjacking worm tries to exploit their Facebook account and computer, or steal their Identity. The 
latest attacks have affected hundreds of thousands of Facebook users in just the last week alone.  
Learn more at www.guardedid.com/facebook.  
  
“Social Networking websites like Facebook, Twitter and MySpace have all come under attack by 
cybercriminals looking to take advantage of the anonymity of the internet along with the growing 
trend to communicate with others,” says Mark L. Kay, CEO of StrikeForce. “GuardedID’s 
anti-clickjacking feature is the only solution available that doesn’t require the individual to limit 
their internet experience or interactivity, unlike a process called NoScript, which severely disables 
most social networking websites’ interactivity by preventing JavaScript’s, Java and flash from 
working; additionally, NoScript doesn’t work with Internet Explorer browsers. GuardedID, on the 
other hand, protects you from clickjacking attacks and doesn’t require you to disable your internet 
experience.” 
 
Clickjacking is a new type of cyber threat whereby an invisible link or button containing malicious 
code can easily be placed over a legitimate link or button on any website without the user's 
knowledge, such as the “Like” button on Facebook news. This malicious link could also appear as 
a non-threatening link, which essentially sends you to another website without your knowledge. 
When a user clicks on an unseen link the cybercriminal has the ability to take control of that PC and 
do whatever they want with it such as download keystroke loggers or malware which can wipeout 
the computers hard drive. This type of attack will catch even the savviest of users off guard because 
it’s invisible and cannot be stopped by firewalls and the latest anti-virus updates.  
 
GuardedID's anti-clickjacking features help prevent against these types of attacks by unhiding  the 
invisible buttons and outlining  them with red dashes, showing the end user that the area within the 
red dashes may contain malicious code. GuardedID’s anti-clickjacking feature will also highlight 
in red dashes, ads, links, or content which is being served from a third party site. When you travel to 
these third party sites you should always use caution making sure you are on a legitimate site. 
 
In addition to GuardedID’s anti-clickjacking protection, GuardedID is the world’s most secure 
keystroke encryption software designed to protect and encrypt all keystrokes. GuardedID protects 
online activities e.g. banking, shopping, emailing, paying bills & filling out applications, as well as 
when a user is typing into desktop applications e.g. MS Office, VPN clients & Instant messenger 



programs. For a limited time, GuardedID can be purchased for a discounted price of $24.99 for two 
computers, at www.guardedid.com/facebook. 
 
About StrikeForce Technologies: 
 
StrikeForce Technologies helps to prevent identity theft online. Its products help protect consumers 
and their families while shopping online, and businesses in “real time” against identity theft. 
StrikeForce Technologies, Inc. (SFOR.OB) is headquartered in Edison, N.J., and can be reached at 
www.strikeforcetech.com or by phone at (732) 661-9641 or toll-free at (866) 787-4542. 
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